
Implementing Cisco Threat Control Solutions (v1.5) (SITCS)

Modality: Virtual Classroom

Duration: 5 Days

CLC: 38 Units

About this course:

This is a Five-day course with intermediate difficulty level. This course teaches on the topic of
incorporating Cisco Threat Control Solutions. In this course, the network professionals get the
opportunity of gaining knowledge and hands-on experience on this topic. The learners will learn how
to incorporate Cisco FirePOWER NGIPS (Next-Generation Intrusion Prevention System) and Cisco
AMP (Advanced Malware Protection) in the system. Along with this, they will also get to learn about
Web Security, Email Security and Cloud Web Security. The knowledge part on these aspects is
extensive and highly beneficial. Apart from these, the learners will also be able to get hands-on
experience of setting up different high-level Cisco security solutions for dealing with external threats
and protecting traffic crossing over the firewall.

On average, a Network Security Engineer earns $115,344 per annum.

Audience:

This course is designed for and will be suitable for channel partners/resellers, employees, and
customers.

Requirements:

The course has no mandatory requirements. Although, it is recommended that the students have the
relevant knowledge and skills e.g. having certification of CCNA Security. However, any other CCIE
certification will also work. 

Course Outline:

Module 1: Network Security
Module 2: Network Threat Defense
Module 3: Cisco FirePOWER Next-Generation IPS (NGIPS)
Module 4: Security Architectures
Module 5: Troubleshooting, Monitoring and Reporting Tools
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